HIPAA Notice of Privacy Practices

To: All Insureds covered under a Dental and/or Vision Insurance policy (“Health Plan”) with Standard Insurance Company

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. PLEASE REVIEW IT CAREFULLY.

Standard Insurance Company (“The Standard”) is committed to protecting the health information that we maintain about you. As required by rules effective April 14, 2003 under the Health Insurance Portability and Accountability Act of 1996 (“HIPAA”), this notice provides you with information about your rights and our legal duties and practices with respect to the privacy of protected health information. This notice also discusses the uses and disclosures that The Standard will make of your protected health information.

“Protected health information” includes any identifiable information that we obtain from you or others that relates to your past, present or future health care and treatment or the payment for your health care and treatment. Your health care professional may have different policies or notices regarding his or her use and disclosure of your health information created in the health care professional’s office or clinic.

The Standard reserves the right to change the terms of this notice and to make the revised notice effective for all protected health information we maintain. You may request a paper copy of the most current privacy notice from our office or access it on our Web site at www.standard.com/hipaa.

Permitted Uses and Disclosures of Your Health Information

We will disclose health information about you when required to do so by federal, state or local law. For example, we may disclose health information when required by a court order, subpoena, warrant, summons or similar process. The following describes additional purposes for which The Standard is permitted or required by law to use or disclose your Health Plan coverage information without your authorization:

Treatment. This means the provision, coordination or management of your health care and related services, including any referrals for health care from one health professional to another. For example, we may use or disclose health information about you to facilitate treatment or services by health care providers. We may disclose health information about you to other health care professionals who are involved in taking care of you.

Payment. This means activities to facilitate payment for the treatment and services you receive from health care professionals, including to obtain premium, to determine eligibility, coverage or benefit responsibilities under your insurance coverage, or to coordinate your insurance coverage. For example, the information on claim forms sent to us may include information that identifies you, as well as your diagnosis, and the procedures and supplies used. We may share this information with outside health care consultants performing a business service for The Standard. Likewise, we may share health information
with other insurance carriers to coordinate benefit payments. We mail Explanation of Benefits forms and other information to the address we have on record for the primary member. In addition, claim information may be accessible through our website requiring an access code and our toll-free number.

**Health Care Operations.** This means the support functions related to treatment and payment, such as quality assurance activities, case management, underwriting, premium rating, business management and other general administrative activities. For example, we may use health information in connection with conducting quality assessment and improvement activities, underwriting, premium rating and other activities relating to your coverage, including auditing functions and fraud detection and reporting. We may also disclose health information to business associates if they need to receive health information to provide a service to us and by contract agree to abide by the same high standards of safeguarding your health information. We are prohibited from using or disclosing your genetic health information for underwriting purposes.

**Public Health Activities.** We may disclose health information to public health or legal authorities charged with preventing or controlling disease, injury (including abuse) or disability, or to a governmental agency or regulator with health care oversight responsibilities.

**Military and Veterans.** If you are a member of the armed forces, we may disclose health information about you as required by military command authorities.

**Workers’ Compensation.** We may disclose health information about you for workers’ compensation or similar programs that provide benefits for work-related injuries or illness.

**Coroners, Medical Examiners and Funeral Directors.** We may disclose health information to a coroner, medical examiner or funeral director, if applicable. This may be necessary, for example, to identify a deceased person or determine the cause of death.

**Organ and Tissue Donation.** We may disclose health information to organ procurement organizations or other entities engaged in the procurement, banking, or transplantation of cadaveric organs, eyes, or tissue for the purpose of facilitating organ, eye or tissue donation and transplantation.

**Research Purposes.** We may disclose health information for research purposes.

**Lawsuits and Disputes.** If you are involved in a lawsuit or a dispute, we may disclose health information about you in response to a court or administrative order. We may also disclose health information about you in response to a subpoena, discovery request or other lawful process by someone else involved in the dispute.

**Law Enforcement and National Security and Intelligence Activities.** We may disclose health information if asked to do so by a law enforcement official in response to a court order, subpoena, warrant, summons or similar process. We may disclose health information about you to authorized federal officials for intelligence, counterintelligence and other national security activities authorized by law.

**To Avert a Serious Threat to Health or Safety.** We may disclose health information to avert a serious threat to someone’s health or safety. We may disclose health information to federal, state or local agencies engaged in disaster relief to allow such entities to carry out their responsibilities in specific disaster situations.

**Inmates.** If you are an inmate of a correctional institution or under the custody of a law enforcement official, we may disclose health information about you to the correctional institution or law enforcement official. This release would be necessary (1) for the institution to provide you with health care, (2) to protect your health and safety or the health and safety of others or (3) for the safety and security of the correctional institution.
Disclosure to your Plan Sponsor. Information may be disclosed to your plan sponsor for purposes of plan administration if the plan sponsor has certified that plan documents have been amended as required by HIPAA. De-identified summary health information may be disclosed to your plan sponsor for the purposes of obtaining health insurance bids or modifying, amending, or terminating the health plan.

In the following situations generally we must obtain your authorization before disclosing your health information:

- **Sale of Protected Health Information.** We must obtain your authorization prior to selling your health information. If we will obtain financial remuneration for such sale, we must disclose that to you in the authorization.

- **Psychotherapy Notes.** Though unlikely to be part of dental and/or vision plan records, if applicable, most uses and disclosures of your psychotherapy notes require your authorization.

- **Marketing.** We must obtain your authorization prior to using or disclosing your health information for marketing purposes in most situations. If we will obtain financial remuneration for such marketing, we must disclose that to you in the authorization.

- **Other Uses and Disclosures of Your Health Information.** Other uses and disclosures of health information not covered by this notice or the laws that apply to us will be made only with your written permission. If you provide us permission to use or disclose health information about you, you may revoke that permission in writing at any time. If you revoke your permission, we will no longer use or disclose health information about you for the reasons covered by your written authorization, except to the extent that we have already taken action in reliance on your authorization.

**Your Rights Regarding Your Health Information**

The following describes your rights regarding the health information we maintain about you. To exercise your rights, you must submit your request in writing to Standard Insurance Company, Attn: Quality Assurance Specialist, PO Box 82629, Lincoln, NE 68501-2629.

**Right to Inspect and Copy.** You have the right to inspect and copy health information that we maintain about you. To inspect or copy your health information, you must submit your request in writing. If you request a copy of the information, we may charge a fee for the costs of copying, mailing or other supplies associated with your request. If you request an electronic copy, the health information will be provided in the electronic form you request if it is maintained electronically and is readily producible in such form and format. We may deny your request to inspect and copy in certain very limited circumstances. If you are denied access to health information, you may request that the denial be reviewed. Please contact our Privacy Contact at the address or telephone number listed on the last page of this document if you have questions about access to your health information.

**Right to Amend.** If you feel that the health information we have about you is incorrect or incomplete, you may ask us in writing to amend the information. You have the right to request an amendment for as long as we maintain the information.

In addition, you must provide a reason that supports your request. Any agreed-upon correction to your health information will be included as an addition to, and not a replacement of, already existing records.

We may deny your request for an amendment if it is not in writing or does not include a reason to support the request. In addition, we may deny your request if you ask us to amend information that (1) is not part of the health information kept by us, (2) was not created by us, unless the person or entity that created the
information is no longer available to make the amendment, (3) is not part of the information which you
would be permitted to inspect and copy or (4) is accurate and complete.

Right to an Accounting of Disclosures. You have the right to request an accounting of disclosures of
your health information made by us in the six years prior to the date that the accounting is requested
(or shorter period as requested). This does not include disclosures (1) to carry out treatment, payment,
or health care operations, (2) made to you or pursuant to your authorization, (3) for national security or
intelligence purposes, (4) to corrections institutions or law enforcement officials or (5) made prior to

Your first request for an accounting in any 12-month period shall be provided without charge. A reasonable
fee shall be imposed for each subsequent request for an accounting within the same 12-month period.

Right to Request Restrictions. You have the right to request a restriction or limitation of the health
information we use or disclose about you for treatment, payment or health care operations and on uses
and disclosures for involvement in care and notification purposes. We are not required to agree to your
request unless your request is to restrict disclosure to a health plan for purposes of payment or health care
operations when you or someone on your behalf (but not the health plan) has already made full payment.
To request restrictions, you must make your request in writing to our Privacy Contact indicated below.
In your request, you must tell us (1) what information you want to limit, (2) whether you want to limit our
use, disclosure or both, and (3) to whom you want the limits to apply.

Right to Request Confidential Communications. You have the right to request that we communicate
with you about health matters in a certain way or at a certain location. For example, you can ask that we
only contact you at work or by mail. We will accommodate reasonable requests. We will not ask you the
reason for your request. Please make this request in writing to our Privacy Contact indicated below.

Right to Breach Notification. We are required by law to maintain the privacy of your health information
and to provide you with notice of our legal duties and privacy practices with respect to your health
information. We are also required by law to notify affected individuals following a breach of unsecured
health information.

Your Right to File a Complaint. If you believe your privacy rights have been violated, please submit
your complaint in writing to:

Standard Insurance Company
Attn: Quality Assurance Specialist
PO Box 82629
Lincoln, NE 68501-2629

You may also file a complaint with the Secretary of the Department of Health and Human Services.
You will not be penalized for filing a complaint.

Privacy Contact

If you have any questions or would like further information about this notice or your rights regarding your
health information, please contact the Quality Assurance Specialist at 800.547.9515 or the above address.

This notice is revised effective September 23, 2016.